POSITION: Senior Manager – Information Security Response

About Bell
Bell is Canada's largest communications company, providing consumers and business with solutions to all their communications needs: Bell Mobility wireless, high-speed Bell Internet, Bell Satellite TV and Bell Fibe TV, Bell Home Phone local and long distance, and Bell Business Markets IP-broadband and information and communications technology (ICT) services. Bell Media is Canada’s premier multimedia company with leading assets in television, radio and digital media, including CTV, Canada’s #1 television network, and the country’s most-watched specialty channels.

Corporate Services – Corporate Security

Bell is currently seeking a candidate for the position of Senior Manager – Information Security Response. Reporting to the Director – Information Security, this person is responsible for the business model around eDiscovery and eForensics.

Job duties/accountabilities:

• Develop business service model around eDiscovery and eForensics to support investigations and legal actions
• Manage cyber related investigations
• Prepare executive presentations
• Liase with Government and Law enforcement contacts regarding Cyber Threats
• Support Internal investigations
• Manage vulnerability assessments for BCE
• Manage security vendors for Phishing, Spam, Malware analysis and Penetration testing
• Develop incident management frameworks for BCE
• Develop executive briefings regarding cyber threat intelligence

Essential skills/competencies:

• Minimum of 10 years information security with a minimum of 5 years in Networking or IT.
• Excellent analytical skills, able to manage multiple projects under strict timelines, work well in a demanding dynamic environment.
• Critical thinker with strong problem-solving skills.
• Knowledge of information security management frameworks, such as ISO 27001, ITIL, COBIT and NIST.
• Proven track record and experience developing information security policies and procedures and successfully executing programs that meet objectives of excellence.
• Degree in business administration and a technology-related field, or equivalent work- or education-related experience.
• High level of personal integrity, and the ability to professionally handle confidential matters and demonstrate a high level of judgment and maturity.
• High degree of initiative, dependability and ability to work with little supervision.
• Bi-lingual preferred, but not mandatory

Preferred skills/competencies:

• Professional security management certification, such as a Certified Information Systems Security Professional (CISSP), Global Information Assurance Certification (GIAC) or other similar credentials.
• Experience in the fields of business continuity planning, auditing and risk management.

Finally, the candidate must successfully go through extensive background verifications including but not limited to criminal record and reputational checks.

NOTE: All Security personnel are required to sign a letter of non-disclosure which prevents them from divulging sensitive information that they may be exposed to during their assignment. This policy is strictly enforced.

Additional Information:
Position Type: CP3Management
Job Location: 1 position in Ottawa or Mississauga (Creekbank Campus)

The masculine and feminine used in this job offer refer equally to employees of both sexes and in no way represent a particular distinction based on gender. Bell is an equal opportunity employer.